Tracking and controlling web browsing activity on your network using FortiGuard DNS web filtering

1. Block access by category

Go to System > Dashboard > Status to verify FortiGuard licence information
Go to UTM Security Profiles > Web Filter > Profile and create new profile that blocks General Interest – Personal Category
Go to Policy > Policy > Policy and edit the policy allowing users to access to the Internet and add web filter profile
Then try to go to www.news.com, web page will be blocked.
Go to Log & Report > Traffic Log > Forward Traffic

2. Block access to web proxies

Go to UTM Security Profiles > Web Filter > Profile and edit the profile and set Proxy avoidance to block
Try to go to proxy.org

Go to Log & Report > Traffic Log > Forward Traffic for details